Technical Proposal

Title: 
Identity Proofing for Trust Service Subjects
Specific agreement number: 
ETSI/2019-05
Organisation: 
ETSI
Date: 
25/11/2019
Part I – Policy relevance and expected market impact
1 Policy relevance

The EU Commission’s Communication on ICT Standardisation Priorities for the Digital Single Market has cybersecurity as one of five prioritised areas, including “trust in seamless electronic identification”. This is further reflected in the 2019 edition of the Annual Union Work Programme for standardisation (AUWP) and the 2019 version of the EC Rolling Plan for ICT Standardisation (ICT RP).

The actions proposed in this proposal respond to the policy area “Electronic identification and trust services including e-signatures” of the “Key enablers and security” cluster of the ICT RP. Action 2 of this policy area calls for European standardisation organisations to update existing standards and to develop additional ones in order to address the requirements of the eIDAS regulation
. ETSI Technical Committee ESI (TC ESI) has concluded that the actions proposed by the present document are needed within the scope of additional standards.
Identity proofing, ensuring that a person’s digital identity represents the correct person, is crucial for trust in all digital services that require identification of a natural or legal person. The scope of the proposed actions is identity proofing for trust services as defined by eIDAS, in particular for issuers of qualified and non-qualified certificates supporting electronic signatures, electronic seals or website certificates. The results of the STF’s work may however be applicable also in other areas such as issuing of electronic identity (eID) and know-your-customer (KYC) processes in various industries.
The current European standards published by ETSI on trust services specify identity proofing only by generic requirements like “physical presence” or “means which provide equivalent assurance as physical presence”. Physical presence as a benchmark is not well-defined as no requirements are posed neither for the quality of physical identity documents nor for the competence or procedures to be carried out by the person performing the check. What constitutes equivalent assurance as physical presence is up to subjective judgement. Consequently, practices for identity proofing for trust services vary a lot across the EU Member States, hampering provision of trust services in the internal market. In particular, guidelines for remote identity proofing are needed to avoid cumbersome and expensive physical presence procedures when possible.
2 Rationale

Identity proofing is the process of initial verification of a person’s identity, usually during an enrolment procedure. Recurring identity verification is then done by authentication means, which is out of scope of this proposal. A person can be a natural person, a legal person, or a natural person representing a legal person. 

Identity proofing can be done by various means, for example:

· Physical appearance with verification against physical identity document and possibly use of biometrics,

· Use of an existing eID that authenticates the person.

· Use of an electronic signature/seal authenticating the person.

· Remote video interview session with verification against physical identity document and possibly biometrics.

· Remote session with photo and possibly optical reading of identity document, and photo of face with either automated (biometric) recognition or manual check.

· Remote reading of chip in identity document with face photo and biometric comparison.

· Proof of possession, e.g. of a mobile phone or email address.

· Other means and combination of several means.
Furthermore, identity proofing can involve verification against trusted information sources such as population registers, passport and identity card registers, business registers, and phone number dictionaries.

Requirements for identity proofing are found in multiple application areas; examples are:

· Enrolment to a trust service provider, e.g. issuing of a qualified or non-qualified certificate to a person, complementing the requirements specified in ETSI EN 319 411-1/2; this is the scope of this proposal.

· Issuing of an eID (for authentication) at a defined assurance level according to an assurance level framework, e.g. a national framework or as defined in Regulation (EU) 910/2014 on electronic identification and trust services (eIDAS) and its implementing regulation (EU) 2015/1502.

· Enrolment of a new person according to KYC (know your customer) requirements, notably for financial services but also for other sectors like telecommunications.

· Issuing of physical identity documents.

The scope of this proposal is to address identity proofing for trust service providers. However, the work will build on existing specifications also from other areas, e.g. eID and KYC, as well as from practices adopted across the world. The specification to be developed has the potential to have a wider applicability than the defined scope.

Several standards developed by ETSI TC ESI require identity proofing. This includes:

· ETSI EN 319 411-1/2 trust service providers issuing certificates,
· ETSI EN 319 521 and ETSI EN 319 531 electronic delivery and registered electronic mail services,

· ETSI TS 119 431-1/2 service components for remote signing.

As an example, ETSI EN 319 411-1, policy and security requirements for trust service providers issuing certificates, states for policy level NCP (Normalized Certificate Policy): “physical presence” or “means which provide equivalent assurance as physical presence”. Specifically, the proposed actions shall clarify issues such as how “equivalent assurance as physical presence” can be achieved using remote identity proofing. Best practice recommendations for identity proofing by physical appearance in the context of trust services may also be devised.

As a further illustration of the issues to be addressed, Regulation (EU) 910/2014 (eIDAS) poses the following identity proofing requirements for issuing of a qualified certificate in article 24:

a) By physical presence;

b) By an existing eID subject to certain conditions;
c) By a qualified electronic signature/seal produced by means already possessed by the person;
d) By other identification methods recognised at national level which provide equivalent assurance in terms of reliability to physical presence. The equivalent assurance shall be confirmed by a conformity assessment body.
Item d from eIDAS article 24 illustrates the problem addressed and why the proposal will bring value. Several EU countries have produced national specifications regarding “equivalent assurance” to physical presence, but these specifications are not co-ordinated. For other EU countries, no such specification exists, leaving the judgment on “equivalent assurance” solely to the conformity assessment body and the supervisory authority of the country in question. The EU situation is just an illustration of general issues to be found also in other countries.

Without a specification to refer to, a trust service provider, the conformity assessment body and the supervisory authority are in a difficult and uncertain situation. Furthermore, as national specifications, where they exist, pose differing requirements, a trust service provider faces uncertainty when offering services in more than one country.

An ETSI specification for identity proofing for trust services will provide the following advantages:

· A rationalised mapping of policies and standards used in the trust services market for identity proofing,

· Foundation upon which national specifications can be made, leading to harmonisation of such specifications,

· Reference specification that can be used where national specifications do not exist,

· Harmonisation with identity assurance for other purposes, such as eID issuing and KYC processes.
It is foreseen that a trust service provider may subcontract identity proofing to a specialised provider, and that such an identity proofing provider may serve several trust service providers. Thus, identity proofing is defined as a trust service component. Policy and security requirements for identity proofing will be specified, valid both for trust service providers and for specialised providers of identity proofing service components. 

The actions must take into account the privacy of the subjects; in particular, the EU GDPR regulation must be adhered to.
3 Objective
The proposed action shall produce one Technical Specification (TS) and one Technical Report. The proposal is to schedule the work in two phases, the first phase surveying regulatory requirements and technologies (TR production) and the second phase producing the TS document.

Phase 1: Perform a survey of technologies and regulatory requirements for identity proofing for trust service subjects, summing up the results in the technical report ETSI TR 119 460 Electronic Signature and Infrastructures (ESI); Survey of technologies and regulatory requirements for identity proofing for trust service subjects.
Phase 2: Produce the technical specification ETSI TS 119 461 Electronic Signatures and Infrastructures (ESI); Policy and security requirements for trust service components providing identity proofing of trust service subjects.  This document is aimed to cater for as wide as possible approaches to identity proofing avoiding requirements for specific technical solutions whilst maintaining a consistent level of security.  
Tasks and milestones of the proposal are described in clause 7.2 of the present document.
4 Market impact

Using EU as an example, the eIDAS Regulation establishes a common internal market for (qualified) trust services but still leaves identity proofing largely to “being recognised at national level”. This hampers the market situation greatly since a trust service provider may need to adhere to different requirements for different markets. Furthermore, acceptance of remote identity proofing is not guaranteed in all EU member states; some may still insist on physical appearance as the only means, unless the subject is already in possession of a strong eID or qualified signature/seal means.

While standards are not mandatory under eIDAS or any other legal environment, the existence of standards will provide a reference against which national regulations can be measured and even challenged. In the absence of national rules, a situation that exists e.g. in quite some EU Member States, standards can be used to establish acceptance criteria for conformity assessment bodies and supervisory authorities.

Conformity assessment body (CAB) for qualified trust services is another role that is established in the EU internal market. CABs face a particularly difficult situation in the identity proofing area due to the need to assess against different national requirements or even making assessments in the absence of specific national rules. Providing a standard that CABs can refer to will greatly facilitate both the CAB’s tasks and the competition between CABs across borders.

While the market impact outside of the EU is more difficult to assess, it is a fact that EU regulations like eIDAS and European standards are increasingly used as basis in many non-EU countries across the globe. Completing ETSI standards in the area with this missing piece will thus have a potential global impact.
The opinion of ETSI TC ESI is that it is important to progress standards in identity proofing fast before national specifications differ too much. This calls for an STF approach since basing the standards development on voluntary contribution will be slower and imply a risk that the required expertise is not available. The opinion of the TC ESI members, many of them trust service providers that face different requirements for different countries, is that a lack of standards will have a large negative impact on the trust services market.

Unless ETSI takes a lead in this work, the challenge is probably not that any other standards organisation will produce results but rather that national specifications will prevail. Some co-ordinated work is ongoing at EU level and at international level on identity proofing, but these initiatives target other application areas (notably issuing of eID and KYC for financial services) and not trust services. The STF will ensure co-operation and liaisons with such initiatives.

Part II – Execution of the work

5 Working method / approach
5.1 Specialist Task Force (STF)
ETSI will perform this work with the support of an ETSI STF, reporting the milestones to the ETSI TC ESI (Technical Committee Electronic Signatures and Infrastructures), according to the planned TC ESI meeting agenda and additional dates agreed by the TC ESI chairman. TC ESI will play an active role in steering and contributing to this work. A steering group composed of interested TC ESI members is foreseen to supervise the work.
Work will mostly be carried out remotely by the STF experts with extensive use of GoToMeeting and similar tools. A face-to-face technical kick-off meeting shall be held at the start of the STF. Another face-to-face meeting may be needed in order to discuss the survey results and any recommendations. The STF leader shall participate and present status and results at ETSI TC ESI meetings during the lifetime of the STF.

During the first phase, TC ESI will assist the STF to steer the survey to ensure that the overall objectives of the TC ESI members are met. TC ESI members are expected to actively contribute with their knowledge of the market and national regulations. In addition to providing feedback both via email and at TC ESI meetings, the TC ESI members will contribute assessment of the applicability of the STF results to their services (for the TC ESI members that are trust service providers), in the different national environments of the members, to supervisory bodies and to conformity assessment bodies (CAB), both the latter categories are represented among TC ESI members. TC ESI members will also contribute to liaison activities.

During the first phase, the STF shall gather information from different sources, including national agencies developing requirements, product and service vendors, research and academic environments, and relevant existing specifications. Physical meetings are not expected to be carried out; digital means including online meetings will be sufficient.

Relations to stakeholders will be determined during the survey phase, see the clause on other interested actors below. A priori, no critical timing issues are identified towards external parties.
During the second phase, the results of the survey will be compiled into the technical specification ETSI TS 119 461 specifying policy and security requirements for the operation of identity proofing systems. Co-ordination with TC ESI will be sought regarding global applicability of the STF results.
5.2 Other interested actors
A lot of information is already known about entities that have published or are working on specifications in the identity proofing area. The survey done in phase 1 will identify yet more. No list of relevant actors is provided in this document but a few need to be mentioned.

The EC has established a Commission expert group on Electronic identification and remote Know-Your-Customer processes (E03571). A liaison with this group will be sought. At EU level, also ENISA will be consulted.

National authorities, supervisory authorities for trust service providers, security authorities and possibly other authorities will be consulted and kept informed. Several countries have national specifications developed by national authorities.

Vendors of products and services for identity proofing will be consulted.
Conformity assessment bodies (CAB) have experience in assessing existing practices for trust service providers. Some CABs are actively participating in TC ESI, but also other CABs will be consulted.
The results of the technology survey of phase 1 will be included in a technical report. The draft version of the technical specification to be produced in phase 2 will be made publicly available for public comments.

The E_SIGNATURES_NEWS mailing list of ETSI will be used to disseminate information to stakeholders. Some particularly important stakeholders may be informed by direct contact if needed, both for consultation and at specific milestones of the STF work.
5.3 Expertise required (qualifications, experience, required, mix of skills)
The STF is recommended to consist of 3-4 experts, and in no case more than 5, where one is STF leader and one or two of the others may be editor(s) of the technical report and the specification depending on whether the STF leader also does the editing. The following mix of competences is required:

· Experience in writing of ETSI standards (at least for editor(s)),

· Knowledge of policies and practices for trust services,

· Knowledge of national and international practices for identity proofing,

· Knowledge of state of the art in identity proofing standards, technologies and products,
· Knowledge of biometrics identification technologies, in particular face recognition, and potential attacks,

· Knowledge of practices for the use of physical identity documents, e.g. ICAO (International Civil Aviation Organization) and other for travel documents, driving license, electronic identity including eMRTD (electronic Machine Readable Travel Documents) technology for chip in passports and ID cards,

· Knowledge of eID assurance level frameworks and technologies,

· Knowledge of digital signature technology and use of trust services,

· Knowledge of human factors affecting identity proofing, e.g. behavioural psychology.
5.4 Previous work

The STF work is linked to the EC Standardisation Mandate M/460 on information and communication technologies applied to electronic signatures. This mandate has the scope to create the conditions for and achieve the interoperability of e-signature at intra-community level. The interpretation of this scope has, given the eIDAS regulation, been extended to cover the full set of eIDAS trust services. The topic of identity proofing has been identified as a gap in the standardisation of e-signatures and trust services, as explained in the rationale clause of the present document.
Specifications exist on national level, and systems and services for identity proofing exist using different technologies. The survey done in phase 1 will include these and identify yet more actors and specifications to consider. However, no consolidated specification exists at EU or international level, neither for trust services nor for other areas.
Outputs from the Commission expert group on Electronic identification and remote Know-Your-Customer processes (E03571) will be important to the STF’s work.
Among the national specifications, notably the German BSI Technical Guideline TR-03147 Assurance Level Assessment of Procedures for Identity Verification of Natural Persons version 1.0.4 is published, and countries such as Spain have work in progress.

At an international level, the United States NIST Digital Identity Guideline SP 800-63A Enrolment and Identity Proofing will be an important input document.
6 Performance indicators

Information that will act as performance indicators against the contracted activity will be provided by the STF in the following cases:
Effectiveness and efficiency

Information will be provided, throughout the lifetime of the proposed actions, on:

· The number of inputs to survey

· The number of meetings (online and physical) held in relation to this work:

· the number of participants;
· an analysis of the stakeholder communities represented at the meeting;
· the number of presentations and technical contributions made on the activity by STF members;

· An evaluation of feedback received identifying key points that need to be considered by the STF and any recommended actions;

· Project progress in relation to the schedule specified.
The proposed effectiveness and efficiency benchmarks are:
a) Reports shall be produced by the STF for TC ESI about the progress of the work. A report will be produced for each TC ESI meeting attended during this activity (four meetings expected).
b) One interim report shall be submitted to EC/EFTA as per the work plan in clause 7.2, and a final report shall be submitted at the end of the STF work.
c) Draft versions of the deliverables shall be circulated to TC ESI for comments, namely: early drafts as needed, stable drafts (which in the case of the technical specification shall be approved by TC ESI for distribution for public review), and final drafts for approval for publication.

d) 90 % of the milestone-related schedule shall be on time (less than 5 days after the planned dates).
Stakeholder engagement

The survey TR done during phase 1 of the STF work will start by a mapping and categorisation of stakeholders followed by information gathering by direct contact with stakeholders as concluded by the mapping. The list of identified stakeholders, categorisation of stakeholders, and the actions taken towards stakeholders will be documented.

The STF shall inform stakeholders at specific milestones of the work, notably at publication of the survey TR and distribution of the stable draft of the technical specification for public review. All actions will be documented, and all comments received will be logged along with their resolution. Electronic communication means will be used. 
Actions will be taken to ensure that important individual stakeholders (e.g. the EC expert group previously identified and ENISA) or categories of stakeholders (e.g. CABs, trust service providers, product and service providers) are involved, either through TC ESI participation or otherwise.
The proposed stakeholder engagement benchmarks are:
a) Contributions received from stakeholders to the work, expected to include contributions from at least 15 stakeholders (at least 10 on information gathering for the TR and at least 5 comments on the draft TS).

b) Analysis of categories of stakeholders providing information or comments, ensuring all stakeholder categories are represented.
c) All comments received will be provided along with their resolution.
.

Dissemination of results

Information will be provided on the effectiveness of activities related to the dissemination of project deliverables and efforts made to raise industry awareness of the activity.

The proposed dissemination benchmarks are:
a) Announcement of the survey TR publication with information to stakeholders made on the E_SIGNATURES_NEWS mailing list.

b) Stable draft of technical specification for public review with information to stakeholders announced on the E_SIGNATURES_NEWS mailing list.
7 Work plan, milestones and deliverables
7.1 Deliverables
The proposed action will produce one Technical Report (TR) and one Technical Specification (TS).

	Deliverable ID
	Type
	Title, Scope and Schedule

	ETSI TR 119 460

WI : DTR/ESI-0019460
	TR
	Title: Electronic Signatures and Infrastructures (ESI); Survey of technologies and regulatory requirements for identity proofing for trust service subjects.
Scope: This document will survey the technologies, legislations, specifications, guidelines and standards related to or used for identity proofing. Stakeholders will be identified and categorized. Information will then be gathered from sources such as national agencies developing requirements, product and service vendors, research and academic environments, and relevant existing specifications.
Schedule:

· Start of work
T0+3
· Stable draft 
T0+7
· TB Approval
T0+11
· Publication
T0+12


	ETSI TS 119 461 
WI : DTS/ESI-0019461
	TS
	Title: Electronic Signatures and Infrastructures (ESI); Policy and security requirements for trust service components providing identity proofing of trust service subjects.
Scope: This document specifies policy and security requirements for a trust service component providing identity proofing of trust service subjects. This can be used for conformity assessment of a trust service provider which includes this service component as part of its service or can be used for conformity assessment of a specialized provider of identity proofing supporting other trust service providers. The document specifies best practices for security supporting different technological approaches, and possibly for different assurance levels.
Schedule:

· Start of work

T0+7
· Stable draft for TC ESI
T0+11
· Start of public review
T0+12
· TB approval

T0+17
· Publication

T0+19


The following reports will be submitted to EC/EFTA:

	Deliverable ID
	Title and Contents

	Interim Report
	Title: Interim Report

Content: This report will include:

1. The report on the activities performed, on the coordination of the STF activity and the production of the expected deliverables in the different areas of the framework.

2. Latest drafts of the available deliverables. 

3. Report of specific interactions with relevant stakeholders 

Schedule: 

Interim Report submitted at T0+12 

	Final Report
	Title: Final Report 

Content: This report will include:

1. The report on the activities performed, on the coordination of the STF activity and the production of the expected deliverables in the different areas of the framework.

2. Published versions of ETSI deliverables (as in previous table).

3. Detailed report of the performance indicators outlined in clause 6 of this proposal.

4. Report of specific interactions with relevant stakeholders
Schedule: 

Final Report submitted at T0+17


7.2 Work plan 

The table below shows the activities and milestones for the entire duration of the STF work.
	
	Month

	Task
	T0
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Task 0 – STF establishment

Objectives: Invite service providers to submit proposals for STF.  Select STF service providers. Conduct initial, physical meeting to establish the STF and determine responsibilities and resource allocation between the members.  ETSI agree contracts with STF service providers.
STF Resources required: 0 Units.   Covered by ETSI STF management overheads.
Start and end: Starts T0, ends T0+3
Task 1 – STF leadership

Objectives: Co-ordination of work, responsibility for liaisons, and reporting to TC ESI and EC/EFTA.

STF Resources required: 25 units including travels to 4 TC ESI meetings
Start and end: Starts T0+3 and ends on completion of STF.

Milestone: MS-E: Publication of TS 119 461 STF Closure 
Task 2 – Produce draft survey TR for TC ESI review
Objective: Produce the first, advanced but non-complete version of the survey of technologies and regulatory requirements for identity proofing for trust service subjects.  This includes an initial analysis of the results. 
STF Resources required: 40 units.

Start and end: Starts T0+3 and ends T0+7; however exact end of the task and time of milestone MS-B depend on scheduling of the TC ESI meeting where initial results of the survey shall be presented.

Milestone: MS-A: Stable draft survey TR 119 460 made available to TC ESI

Progress report to be approved by TC ESI by remote consensus 
The material to be surveyed is assumed to include at least the following:
· Standards for identity proofing (not expected to exist for trust services but for other areas),

· Standards and specifications for identity documents (passport, national ID card, driving license etc.),

· Requirements and specifications related to sector specific regulations (e.g. KYC),

· National specifications and guidelines (not limited to Europe),

· Existing technologies.

· State of the art in verification of physical identity documents with security elements and validity checking, including reading of chip in identity documents,

· Available register infrastructures for natural and legal person identity and for authorisations of natural persons on behalf of legal persons,

· Results from research, large-scale pilot projects and related.

Together the stakeholders (ETSI members as well as other stakeholders inside and outside the EU – see performance indicators) will gather material from at least 20 sources of information (national requirements, standards, products).

The STF will
· Start by a mapping and categorisation of stakeholders followed by information gathering by direct contact with stakeholders as concluded by the mapping. 
· Identify within its experts who has knowledge about the material above.
· Poll the TC ESI members to identify the members having knowledge of the material above.
· Identify external stakeholders which could provide information on the material above and contact them.
· Proceed with desktop research for areas for which none of the actors above have knowledge.
· Gather information from the inputs above.
· Identify how to structure the Technical Report to be most meaningful for the subsequent work on the Technical Specification.
· Produce a list of all relevant documents surveyed, coming from inputs from TC ESI members/external stakeholders and desktop research by the STF experts
· Draft the TR. 
· Make an initial analysis of the survey that may be used for the writing of the subsequent TS.
· Share the draft TR with TC ESI to identify any missing gap.
Interactions with stakeholders shall be carried out as required. No travel costs are budgeted for such interactions as these activities are assumed to be carried out remotely.

An initial analysis of the information collected will be carried out, sufficient to form the basis for starting work on the other output of this STF: ETSI TS 119 461. The analysis may also make recommendations regarding any liaison activities with external stakeholders. 

Task 3 – Produce complete survey TR for approval by TC ESI and for publication
Objectives: Complete the survey of technologies and regulatory requirements for identity proofing for trust service subjects including completion of the analysis of the information collected and resulting recommendations regarding the approach to be taken in ETSI TS 119 461. Inform stakeholders of the survey results.
STF Resources required: 16 units.
Start and end: Starts T0+7 and ends T0+11.

Milestone: MS-B: Survey ETSI TR 119 460 completed and approved by TC ESI#71
The STF will

· Fill in any gap identified in the draft TR

· Complete the TR and submit for TC ESI approval

· Continue interactions with stakeholders until the end of the survey.
Task 4 – Produce stable draft of TS for public review
Objective: Produce a stable draft of the technical specification ETSI TS 119 461 Electronic Signatures and Infrastructures (ESI); Policy and security requirements for trust service components providing identity proofing of trust service subjects.
Resources required: 50 units.
Start and end: Starts T0+7 and ends T0+12.

Milestone: MS-C: 

· Publication of TR 119 460.

· Approval by TC ESI to submit stable draft TS 119 461 for Public Review

· Interim Report to EC/EFTA made available to ETSI Secretariat
The inputs to the work are the survey produced in tasks 2 and 3 and documents as identified by the survey. The table of contents of the technical specification will be determined by the survey results.
The technical specification will cover:
· Security requirements for different levels of assurance,

· Technological approaches, in particular for remote verification of physical identity documents by both reading of chip in documents and by optical means,

· Requirements for aspects of technical approaches, e.g. liveness detection, photo and video quality, protection against biometric presentation attacks, checking of security elements of documents,

· Requirements for both automated and manual processing of collected proofs of identity.

The STF will

· Identify from the survey TR the technological approaches to include.

· Identify from the survey TR the mandatory, recommended and optional security and policy requirements necessary for the identity proofing of trust service subjects for the selected technological approaches.
· Submit a draft TS to TC ESI.
· Gather TC ESI members’ comments and update the draft TS accordingly.
· Submit revised draft TS to TC ESI decision to submit stable draft TS for public review.
Approval of the stable draft for public review shall preferably be done at a TC ESI meeting but alternatively by remote consensus depending on scheduling of TC ESI meetings. Comments received from TC ESI members as part of the approval process shall be resolved before public review of the stable draft.
The public review will last 2 months.

Task 5 – Resolve public review comments and produce final version of the TS for TC ESI approval, TS publication
Objective: Produce the final version of the technical specification ETSI TS 119 461 Electronic Signatures and Infrastructures (ESI); Policy and security requirements for trust service components providing identity proofing of trust service subjects.
STF Resources required: 30 units.
Start and end: Starts T0+14 and ends T0+17.

Milestone: MS-D:
Approval by TC ESI of TS 119 461

Final report to EC/EFTA made available to ETSI Secretariat 
The STF will

· Gather all comments received during the public review.
· Prepare proposals for resolutions of the public comments and for the corresponding updated draft TS.
· Submit the proposals for resolutions and the final TS to TC ESI for approval.
· Implement any decision from TC ESI made at approval stage. Comments received from TC ESI members as part of the final approval process shall be resolved before approval of the TS.

· Once the TS is approved by TC ESI, answer any question raised during the processing before publication.
Approval of the final technical specification shall preferably be done at a TC ESI meeting but alternatively by remote consensus depending on scheduling of TC ESI meetings. 

7.3 Task summary

	Code
	Task / Milestone description
	Target dates
	Estimated Cost (EUR)

	
	
	From
	To
	

	T0
	STF establishment:

Selection of the service providers. Contract preparation.
	01/01/2020
	31/03/2020
	

	T1
	STF leadership:

Co-ordination of work, responsibility of liaisons and reporting to TC ESI and EC/EFTA
	31/03/2020
	31/07/2021
	11 000

	T2
	Produce stable draft survey TR 119 460 for TC ESI review. This includes an initial analysis of the results.

The stakeholders will gather material from at least 20 sources of information.

It will be sufficient to form the basis for starting work on TS 119 461.
	31/03/2020
	31/07/2020
	26 000

	T3
	Produce a complete survey TR 119 460 for approval by TC ESI and for publication. Inform stakeholders of the survey results.
Continue interactions with stakeholders until the end of the survey.
	31/07/2020
	30/11/2020
	10 400

	T4
	Produce stable draft of TS 119 461 for public review. Public review will last 2 months.

Comments received from TC ESI members as part of the approval process shall be resolved before the public review of the stable draft.
	31/07/2020
	18/12/2020
	32 500

	T5
	Resolve public review comments and produce final version of the TS 119 461 for TC ESI approval and publication of the TS.

Comments received from TC ESI members as part of the final approval process shall be resolved before approval of the TS.
	28/02/2021
	31/05/2021
	19 500

	TOTAL
	99 400


	Mil.
	Destination
	Description
	Cut-off Date

	A
	ETSI
	Stable draft survey TR 119 460 made available to TC ESI

Progress report to be approved by TC ESI by remote consensus
	31/07/2020

	B
	ETSI
	Survey ETSI TR 119 460 completed and approved by TC ESI#71
	05/11/2020

	C
	ETSI
	Publication of TR 119 460.

Approval by TC ESI to submit stable draft TS 119 461 for Public Review

Interim Report to EC/EFTA made available to ETSI Secretariat
	18/12/2020

	D
	ETSI
	Approval by TC ESI of TS 119 461

Final report to EC/EFTA made available to ETSI Secretariat
	31/05/2021

	E
	ETSI
	Publication of TS 119 461 STF Closure
	31/07/2021


Part III:
Financial part
8 Financial provisions in the EC/EFTA contract
8.1 Total action costs
The total action costs will amount to 104 622,63 € (161 units at cost 649,83 EUR)
The budget for the service providers is 99 400 EUR

The travel budget to cover 4 travels to TC ESI meetings is estimated at 5 222.63 EUR

8.2 Subcontracting
No subcontracting is planned for the STF work.
� Regulation (EU) No 910/2014 on electronic identification and trust services for electronic transactions in the internal market and repealing Directive 1999/93/EC





